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code assigned at the time of establish-
ment of the activity account. The cus-
tomer access code determines the ship- 
to point for orders placed with the 
CSC. The ship-to point cannot be 
changed, one established, except by the 
submission of a written request signed 
by an appropriate agency official. 

(b) All orders placed with the CSC, 
except emergency pickup orders, de-
scribed in § 101–28.306–1(c), will be 
shipped to the activity placing the 
order via mail or small parcel carrier 
not later than the end of the next busi-
ness day. 

(c) Walk-in orders for urgent require-
ments are accepted and filled imme-
diately provided the individual placing 
the order has proper identification. 
Telephone orders placed in the morning 
may be picked up in the afternoon of 
the same day provided that the indi-
vidual picking up the order possesses 
proper identification and the order 
ticket number provided by the CSC 
personnel at the time the order is 
placed. 

§ 101–28.306–3 Limitations on use. 
(a) Agencies shall establish internal 

controls to ensure that the use of the 
CSC account by the agency or other 
authorized activities is limited to the 
purchase of items for official Govern-
ment use. The controls shall include 
written instructions that contain a 
statement prohibiting the use of the 
CSC account in acquiring items for 
other than Government use. When an 
agency makes a purchase of more than 
$500 per line item from a GSA customer 
supply center which is other than a 
similar lowest priced item available 
from a multiple-award schedule, GSA 
will assume that a justification has 
been prepared and made a part of the 
buying agency’s purchase file. Avail-
ability of products, regardless of the 
total amount of the line item price, 
does not relieve an agency of the re-
sponsibility to select the lowest priced 
item commensurate with needs of the 
agency. 

(b) Office supplies needed by Mem-
bers of Congress and the Delegate of 
the District of Columbia for use in 
their offices in the House or Senate Of-
fice Buildings should be obtained from 
the Senate and Houses Representatives 

supply rooms, as appropriate. Members 
of Congress, except for the Delegate of 
the District of Columbia, should limit 
their use of the CSCs to those located 
outside of the District of Columbia. 
The Delegate of the District of Colum-
bia may obtain office supplies for the 
use of his or her district offices from 
the CSC serving the District of Colum-
bia. 

§ 101–28.306–4 Expiration or cancella-
tion. 

(a) CSC accounts established for Fed-
eral agencies or members of the Fed-
eral judiciary are valid for an indefi-
nite period of time unless canceled by 
the Commissioner, FSS, GSA, or by a 
GSA Regional Administrator. 

(b) CSC accounts established for au-
thorized contractors or Members of 
Congress will contain an expiration 
date reflecting the termination date of 
the contract or term of office. New ac-
counts will be established for rein-
stated contractors or reelected Mem-
bers of Congress upon submission of a 
new application. 

(c) Any CSC customer may request 
cancellation of his/her account when no 
longer required or whenever there is 
cause to believe that the customer ac-
cess code has been compromised. Agen-
cies shall keep GSA advised of any 
changes in organization or accounting 
structures that might have an impact 
on their CSC accounts. 

(d) The Commissioner FSS, GSA, 
may periodically direct a nationwide 
purge of all CSC accounts to cancel 
those that are duplicates, not needed, 
or for which the customer access code 
has been compromised. Selective ac-
count cancellations may be directed by 
the GSA Regional Administrator in co-
ordination with FSS Central Office. 
Under the procedures of a nationwide 
purge, CSC accounts become invalid as 
of a specific date established by the 
Commissioner, FSS, GSA, or by a Re-
gional Administrator, and new CSC ac-
counts are established upon receipt of 
new applications. 

§ 101–28.306–5 Safeguards. 
Agencies shall establish internal con-

trols to ensure that the customer ac-
cess codes assigned for their accounts 
are properly protected. It is by use of 
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